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The No Password Required Podcast is dedicated to introducing and celebrating the practitioners,

leaders, researchers, and individuals who are shaping the cybersecurity industry. Join us for an in-
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depth conversation that explores our guests' personalities, expertise, and the path that led them into

cybersecurity. The team also discusses current cyber threats and readiness tips for security

professionals and business leaders alike.

Debbie Janeczek is the Cyber Threat Management Leader and Technology Executive at Wells Fargo.

At her core, Debbie is an outdoorswoman who is passionate about conquering the mountains of

Colorado and beyond with her sidekick, her dog, Jack. In this episode, Debbie joins the No Password

Required team to talk about her journey from becoming a Naval Intelligence officer where she hated

all things cybersecurity to becoming a leader in the industry thanks to inspiration from the great

leaders surrounding her (lucky for us!). Debbie is passionate about practicing mindfulness and

embracing nature to maintain a healthy work-life balance and stay grounded in the chaos of the ever-

changing cybersecurity world. Ernie and Jack discuss the relaunching of the darknet market

AlphaBay by one of the previous founders who escaped the bust in 2017, DeSnake, and the long-

standing debate of how exactly to pronounce his name.
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