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The No Password Required Podcast is dedicated to introducing and celebrating the practitioners,

leaders, researchers, and individuals who are shaping the cybersecurity industry. Join us for an in-
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depth conversation that explores our guests' personalities, expertise, and the path that led them into

cybersecurity. The team also discusses current cyber threats and readiness tips for security

professionals and business leaders alike.

Phillip Tarrant is the SOC Technical Manager at Compuquip Cybersecurity who is passionate about

many things in life, including his pet chickens, building things both with and without a keyboard,

disconnecting in nature, and welcoming people into the field of cybersecurity. In this episode, Phillip

joins the No Password Required team to talk about his unique journey into the field of cybersecurity,

why chicken diapers are crossing the line, why the Empire is in serious need of some data protection

policies, and more. Ernie, Clabby, and Pablo discuss the presidential administration’s new

cybersecurity initiatives in response to the SolarWinds attack and what they mean for the future. In

the “Positively Cyber” segment, Pablo compares two members of the Mystery Incorporated gang

and analyzes whether Scooby-Doo or Velma would be the better fit for our fictitious cybersecurity

organization.

Presented By

John E. Clabby

Related Practices

Cybersecurity and Privacy

Technology

Related Industries

Technology

©2024 Carlton Fields, P.A. Carlton Fields practices law in California through Carlton Fields, LLP. Carlton Fields publications should not
be construed as legal advice on any specific facts or circumstances. The contents are intended for general information and
educational purposes only, and should not be relied on as if it were advice about a particular fact situation. The distribution of this
publication is not intended to create, and receipt of it does not constitute, an attorney-client relationship with Carlton Fields. This
publication may not be quoted or referred to in any other publication or proceeding without the prior written consent of the firm, to be
given or withheld at our discretion. To request reprint permission for any of our publications, please use our Contact Us form via the
link below. The views set forth herein are the personal views of the author and do not necessarily reflect those of the firm. This site
may contain hypertext links to information created and maintained by other entities. Carlton Fields does not control or guarantee the
accuracy or completeness of this outside information, nor is the inclusion of a link to be intended as an endorsement of those outside
sites.

https://www.carltonfields.com/team/c/john-e-clabby
https://www.carltonfields.com/services/cybersecurity-and-privacy
https://www.carltonfields.com/services/technology
https://www.carltonfields.com/services/technology



