
The Research Exception to the
CCPA’s Right to Deletion — Will It
Ever Apply?
July 17, 2019

Following in the footsteps of the GDPR, the California Consumer Privacy Act of 2018 (CCPA) grants

California consumers the so-called right to deletion when it goes into effect January 1, 2020. Section

1798.105(a) provides that “[a] consumer shall have the right to request that a business delete any

personal information about the consumer which the business has collected from the consumer.”

This right to deletion, however, is not without its limitations. See § 1798.105(d)(1)–(9). One such

limitation is the exception for “scientific, historical, or statistical research,” which provides:

§ 1798.105(d)(6).

While seemingly useful at first glance, this exception will likely prove difficult for most businesses to

use in practice. First, the research to which the exception applies must be “public,” “peer-reviewed,”

and in the “public interest.” In addition, the definition of “research” in section 1798.140(s)(8) provides

that the “research” shall “[n]ot be used for any commercial purpose.” It is hard to imagine what type

(d) A business or a service provider shall not be required to comply with a consumer’s

request to delete the consumer’s personal information if it is necessary for the

business or service provider to maintain the consumer’s personal information in order

to:

 * * *

 (6) Engage in public or peer-reviewed scientific, historical, or statistical research in the

public interest that adheres to all other applicable ethics and privacy laws, when the

businesses’ deletion of the information is likely to render impossible or seriously impair

the achievement of such research, if the consumer has provided informed consent.
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of “public interest” research would be conducted by a business that does not advance the business’s

commercial or economic interests. See § 1798.140(f).

Adding to the puzzle is the research exception’s requirement that it applies only when “the

businesses’ deletion of the information is likely to render impossible or seriously impair the

achievement of such research.” The section 1798.140(s) definition of “research” already requires all

personal information used in “research” to be “pseudonymized and deidentified, or deidentified and

in the aggregate.” § 1798.140(s)(2). Given this requirement, it appears that it will be quite difficult for

any business to show that the deletion of a particular consumer’s personal information will “seriously

impair” the research.

The research exception also applies only “if the consumer has provided informed consent.” As

drafted, it is not clear whether this means that the consumer must have given initial informed

consent for the business to use his or her personal information in the study or whether the consumer

must consent to the business or service provider continuing to use his or her personal information

after the business determines that the data is necessary to continue its research. In practice, either

interpretation is likely to substantially limit the operation of the research exception.

In the end, the research exception is seemingly too narrow to actually apply in the real world. But not

all is lost for businesses that use personal information in their research. Section 1798.105(d)

contains other, broader exceptions to the right to deletion, including exceptions for information

necessary to provide a good or service reasonably anticipated by the consumer, for information used

internally that aligns with the expectations of the consumer based on the consumer’s relationship

with the business, and for information used internally that is compatible with the context of the

consumer’s relationship with the business. §§ 1798.105(d)(1), (7), (9). A savvy business or service

provider could attempt to use these broader exceptions to retain personal information used for

commercial research when faced with a deletion request, even if the research exception does not

apply.
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