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The No Password Required Podcast is dedicated to introducing and celebrating the practitioners,

leaders, researchers, and individuals who are shaping the cybersecurity industry. Join us for an in-

depth conversation that explores our guests' personalities, expertise, and the path that led them into

cybersecurity. The team also discusses current cyber threats and readiness tips for security

professionals and business leaders alike.

Tashya Denose is a senior manager of cybersecurity analysis at Capital One and the director of brand

and marketing at Black Girls in Cyber. In this episode, Tashya joins the No Password Required team

to discuss her passion for making everyone feel welcome in the cybersecurity world, the state of the

cybersecurity pipeline and what needs to be done, and a LOT of other rad stuff (including her feelings

about the word “rad” making a comeback!). Ernie, Jack, and Pablo discuss the rogue freelancers that

were taking advantage of remote work opportunities to hide their true identities and earn money for

North Korea. Pablo presents the new Technologue game show where the team attempts to answer

questions about the first-ever computer worm.
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