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On January 1, 2020, certain companies doing business in California will be subject to the California

Consumer Privacy Act (CCPA). This statute is designed to grant California consumers various rights

with respect to their personal information that is collected, stored, and monetized by commercial

enterprises. Accordingly, in the absence of a federal consumer privacy statute in the United States,

the CCPA is arguably the most significant law in the country in terms of regulating consumer data

and online privacy.

With that said, other states in the United States are following California's lead and adopting

consumer privacy laws of their own. Nevada recently amended its existing data privacy statute

governing the security of information maintained by data collectors and other businesses. The

amendment prohibits "an operator of an Internet website or online service which collects certain

information from consumers in this State from making any sale of certain information about a

consumer if so directed by the consumer." This amendment is slated to go into effect on October 1,

2019 (nearly three months before the CCPA). Maine is another state that has proposed and passed a

bill related to consumer privacy. Unlike the CCPA and Nevada's statutory amendments, however,

Maine's new law focuses exclusively on the regulation of broadband internet access providers.

There are a number of other states that have consumer privacy proposals in the pipeline, and the

International Association of Privacy Professionals has designed a useful comparison table of these

bills (while also identifying 17 common privacy provisions). While not a full-fledged consumer privacy

statute, Connecticut passed a bill creating a task force to study this subject matter and what related

laws might be implemented in the future. Massachusetts, on the other hand, has a comprehensive

bill progressing through its legislature, which provides for a private right of action that is broader
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than the CCPA. Similar to the CCPA, however, any contract or agreement that attempts to waive or

limit consumers' rights under the proposed Massachusetts statute will be void and unenforceable.

But even in the midst of states' collective interest in protecting consumer data and online privacy,

some jurisdictions are facing setbacks.

For example, New York's robust consumer privacy bill was not passed during the state's most recent

legislative session. Washington, a state that even has an Office of Privacy and Data Protection, also

failed to pass its Washington Privacy Act this year (and this bill sought to regulate new forms of data

collection such as facial recognition technology). Nevertheless, even though some proposals are

facing legislative obstacles, the comprehensiveness of these bills reinforces the trend that states

are becoming more engaged in this space.

In conclusion, as the CCPA is getting ready to go into effect, states across the country are following

California's lead to implement consumer data and online privacy laws within their respective

jurisdictions. However, in the absence of a federal statute, it is possible that the growing number of

nuanced state bills will be an administrative headache for companies that fall within the ambit of

each state's laws. For now, the next step in tracking this regulatory evolution is to look to California,

Nevada, and Maine to observe how these laws will be enforced in practice, how the business

community will respond to this new reality, and how other states will build these practical

considerations into their emerging legal frameworks.
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