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Henry Stewart Pulications.

Global data processing flowing across geographic borders and increasing risks of external data

breach and misuse beyond lawful purposes requires careful evaluation of technical controls that

prevent privacy violations before they occur. This paper details the special requirements for, and

certain benefits from, implementing technical controls satisfying the heightened requirements for

statutory pseudonymisation as defined in the General Data Protection Regulation (GDPR) in the

context of (i) surveillance-proof processing, (ii) lawfulness of processing, (iii) more secure processing

and (iv) data supply chain defensibility. The interconnectedness of these issues is presented within

the confluence of conflicting interests among four different groups: governments, courts,

enforcement agencies and non-governmental organisations (NGOs).

Click here to read the full article.
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